
1 
 

Pathways to Regional Resilience (draft)  

by Tina Stecher   
Department for Economics and Law, University of Oldenburg, Germany 
Contact: tina.stecher@uni-oldenburg.de 
 

While the reduction of greenhouse gas emissions is considered to be a benefit for all of society, and 

hence a public good, adaptation to climate change is generally regarded as a private good. For 

businesses which implement adaptation measures as part of their business strategy and their 

organizational routines, this classification of adaptation measures is appropriate. These businesses bear 

the costs of such measures, and accordingly stand to profit from their own increased resilience to the 

effects of climate change. However, where adaptation measures involve not only businesses, but rather 

entire regions, adaptation to climate change should also be considered as a public good. Some 

products and services, such as the road and rail networks or the energy grids, are critical infrastructural 

systems that need to be sustained in times of climate change. This makes coordination between the 

private (e.g., businesses or chambers of commerce) and public sectors (e.g., governmental and non-

governmental organizations) necessary. In the context of system theory, I would like to address the 

question of how to link different systems and subsystems in order to promote the resilience of regions. 

 

Key words: adaptation to climate change, critical infrastructure providers, regional resilience, private 

sector 

 

1. Introduction 

 
The economics literature only quite recently began addressing the issue of adaptation to climate 

change. Most articles on that topic address the damage of climate change at the macroeconomic level 

(STERN 2006). At the micro-level of businesses, research on adaptation to climate change is in its early 

stages. In the past three years, there has been a considerable increase in articles addressing both the 

perception and the strategic and operational processing of climate change in businesses (SHEFFI 2005; 

BERKHOUT et al. 2006; GÜNTHER 2009; WINN et al. 2010; FICHTER/STECHER 2011). These significant 

findings are identified by an extensive journal review undertaken by FICHTER & STECHER (2010).  

 
While mitigation is primarily framed as a public good, since all societies worldwide profit from 

reduced greenhouse gas emissions, articles addressing the micro level of businesses consider 

adaptation to climate change a private good, accruing in the form of reduced energy consumption 

through reduced energy costs. The research field “adaptation to climate change” has thus presumed 

that businesses will only profit from those adaptation measures which they have undertaken 

themselves. Accordingly, the remainder of society and other businesses are implicitly excluded from 

improved adaptation to climate change, inasmuch as they have taken no action themselves.    
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2. Businesses as critical infrastructure 

 
Due to the definition of organizational adaptation as an exclusively private good, the vital importance 

of businesses that provide services to the public is not accounted for in the economics literature. 

Service providers in the areas of water and energy supply, transportation facilities, security etc., are all 

providers of critical infrastructure. If inadequate adaptation to climate change impacts such providers, 

they run a great risk of high losses, both direct and indirect. Moreover, a breakdown of the critical 

infrastructure would have severe consequences for a large number of stakeholders, in terms of public 

security and food, energy and water supply, because of the lack of alternative suppliers. Finally, any 

entity can be considered as critical infrastructure with regard to the natural environment, if it produces 

or processes harmful substances or hazardous waste, e.g. lead and cadmium, which has the capability 

to contaminate the natural and built-up environment seriously (LEWIS 2006; TAGAREV/PAVLOV 2007; 

VAN DER LEI et al. 2010).  

 
Every nation has a critical infrastructure, including its energy supply and water supply, its transport 

system etc., and must address the issue of how to adapt this infrastructure to the impacts of climate 

change. The German Ministry of Internal Affairs for example, has developed an overview of the 

sectors which constitute the critical infrastructure of Germany (see Figure 1).  

 
Figure 1: Sectors of critical infrastructure of Germany.  
Source: German Federal Ministry of Interiors (2009). 
 
 
Each sector identified as a part of the critical infrastructure is linked with numerous other critical 

infrastructural entities, as mentioned above. Hence in case of black-outs or delays in one sector, there 

is a high risk that other sectors too will face delays or even interruptions in the supply of goods and/or 
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services. For example, in case of the destruction of transport infrastructure due to such extreme 

weather events as storms or flooding, not only the transport sector itself, but also such other sectors as 

food supply or medical care will be affected. Moreover, energy supply is the bottleneck in most 

industrialized countries. Black-outs for several hours or even days can cause great losses and 

ultimately the threat of civil insecurity. As a result, the understanding of adaptation to climate change 

as a private good to businesses ought to be supplemented by the perception that it is also a public 

good. The research field “governance in transformation” further indicates why climate change 

adaptation of businesses is not merely a private good, but should rather be seen as a public good. 

Until a few decades ago, services of public utility, including the critical infrastructure, were generally 

provided by public entities, particularly in Europe, while today most utility services are provided by 

the private sector. This transfer of the old utilities to the private sector is seen as part of the conversion 

from the model of state provision of services to one of an enabling state, which was mainly caused by 

the need for cost reduction and by the insufficient competence of the state entities (SCHUPPERT 2009). 

Even though former state tasks have been taken over by businesses, the state still holds the ultimate 

responsibility in case of failure of the private sector (GENSCHEL/ZANGEL 2007, 10). Therefore, 

businesses that supply formerly public services can be considered “providers of governance”, since 

they create governance in cooperation with the state.  

 
“I suggest that we think of governance as a good produced by the state in association with 
other actors. There are abundant examples in which states – whether intentionally or not – 
outsource the provision of basic functions to external actors.” ZUERCHER (2007, 14-15). 

 
Since the monopoly of responsibility for service provision by the state has not been replaced, but 

rather supplemented by the private sector (SCHUPPERT 2009, 288), the coordination and equalization 

of interests remains a public task, requiring the close and intensive interaction between public and 

private stakeholders. In the United States, some 85 to 90% of the national assets are owned or 

provided by the private sector. In times of climate change, the question arises as to how the services of 

the critical infrastructure, as the most vulnerable entities of society that are provided by businesses, 

can be adapted to meet this change successfully.  

 

3. Adaptation of businesses as providers of governance at the regional level 

 
The economics literature offers a number of climate change adaptation strategies for organizations, 

e.g. postponing adaptation until the next decades while waiting for new research findings, or adapting 

organizational assets reactively. Another approach is to not adapt directly, but rather to cover damage 

by insurance, and thus transfer the risk to a third party. None of these approaches are suitable for 

providers of critical infrastructure, as the default costs would be much too high. For this reason, 

adaptation to the impacts of climate change upon the critical infrastructure needs to be initiated in 

advance, as a precautionary measure. Within this context, it is necessary to take the constantly 
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changing knowledge base into account when selecting adaptation measures. Hence, flexible adaptation 

measures which permit modifications retrospectively are preferable (FRANKHAUSER et al. 1999, 69).  

 
It is to be expected that climate change will generate novel phenomena in terms of opportunities (e.g. 

new markets and services for adaptation measures, such as flexible water pipelines), but also in terms 

of risks (e.g. new pathogens and pests). In addition to the new phenomena, already existing 

developments (e.g. land-use conflicts, change in demography, or the invasion of new species as a 

result of dislocation) have the ability to generate new dynamics. Therefore climate change impacts 

should be understood as a significant piece of the puzzle of complex hazards (see Figure 2) (WORLD 

ECONOMIC FORUM 2011; TERMEER et al. 2011, 163). SMIT & WANDEL (2006, 289) conclude that: 

 
“Successful climate change adaptation and vulnerability reduction is rarely undertaken 
with respect to climate change alone, and vulnerability reduction appears to be most 
effective if undertaken in combination with other strategies and plans at various levels.”  

 
The following chapter will focus on the complex interplay of existing and novel developments in 

climate change impacts, in which climate change is addressed as one factor in a wider context. This 

will be specified using the concept of resilience, which originates in ecosystem theory.  

 

 
Figure 2: Global risks 2011.  
Source: World Economic Forum (2011). 
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3.1. Resilience – more than adaptation to climate change 
 
According to Adger’s (2000) definition, resilience is defined as “the ability of groups or communities 

to cope with external stresses and disturbances as a result of social, political and environmental 

change.” (ADGER 2000, 374) The ability to cope with external stress and disturbances depends on a 

number of factors, which can be broken down into three categories (GUENTHER 2009, 148; 

FICHTER/STECHER 2011, 88): 

 
1. Capabilities (e.g. learning capacity, flexibility) 

2. Structures (e.g. redundancy, networks)  

3. Resources (e.g. financial capital, stocks, credibility).  

 
This definition of resilience will be specified in the following chapter and applied to service providing 

businesses at the regional level. The goal is to create a deeper understanding of how private-public 

interaction should be shaped so that resilience of service providing businesses can be combined with 

public interests, in accordance with PORTER’S hypothesis of a win-win strategy (PORTER/VAN DER 

LINDE 1995). However, it needs to be noted that the economics literature shows a deficit not only in 

framing climate change adaptation as a public good, but also in applying the resilience perspective to 

the climate change adaptation of businesses in general. 

 

3.2. Resilience entangled 

 
To date, the analysis has focused on the national level only. In fact, most businesses provide critical 

infrastructural services at the regional level. In this article, regions are understood as units intermediate 

between the local and the national levels, which have been shaped by social interaction. Regions have 

proven to be the effective level for the implementation and monitoring of societal objectives, such as 

sustainability and climate change mitigation. Increasingly, the focus has shifted to the regional level as 

regions engage in the national and international competition, which results both in advantages and in 

increased prosperity risks (BENZ/FUERST 2003, 20). CHRISTOPHERSON et al. (2010, 6) define regional 

resilience as a unique path characterized by long-term economic success which can be measured by 

such indicators as past and current economic growth, employment rates, standards of living and 

quality of life. According to this definition, the question arises as to which role businesses play in 

terms of their special role in the critical infrastructure. 

 
FICHTER & STECHER (2011, 91) define resilient businesses as enterprises which must maintain their 

solvency and ability to deliver products and services in times of crisis in order to retain their operating 

license. Due to the ultimate responsibility of the state, the operating licenses of businesses delivering 

critical infrastructures can be withdrawn if they fail to comply with legal requirements, or if they 

disregard overriding societal interests. However, the withdrawal of operating licenses from businesses 
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providing services in connection with the critical infrastructures is hardly ever possible in times of 

crisis, as substitutes are lacking.  

 
In the case of precautions involving goods, mandatory reserve stocks (e.g. stock of oil) currently exist 

in most countries, so that regions are prepared in case of severe events. At the same time, considerable 

gaps in reserves may exist in times of climate change. For example, if there were a power black-out in 

Germany, the country would come to a complete standstill in less than four days, because the stock of 

oil and other energy sources, including batteries and other emergency power supplies, would have 

been exhausted. After approx. 12 to 14 days, such a power black-out crisis in Germany would become 

a catastrophe. Therefore, it is imperative to evaluate the impacts of climate change on the critical 

infrastructure, and to assess how climate change impacts can best be met in businesses. 

 
On the basis of an extensive screening of management measures HASENMUELLER (2009, 189) 

concludes that risks caused by climate change could be managed by means of measures currently 

already in place. Notably, the concept of resilience has features analogous to those of Business 

Continuity Management (BCM). BCM is closely linked to risk management measures and focuses on 

the continuation of central organizational functions and performances in times of crisis. As shown 

above by the example of the oil stock in Germany, limitations to continuity exist. 

 
On the basis of all these considerations, it can be stated that regional resilience mainly depends on the 

consolidation of the existing measures (e.g., mandatory stock maintenance, BCM). There is however 

manifestly a considerable need to integrate climate change as a further wild card in the interplay of 

numerous risks. In addition, a general rethinking of conventional efficiency strategies is necessary, 

because, while redundancies may be inefficient in the short-term, they could have great impact on 

regional resilience, and hence on future prosperity of regions.  

 

3.3. Pathways to regional resilience 

 
In the quest for responses on how to design resilient regions in times of climate change, the literature 

on civil security and critical infrastructures has been examined. This review shows that climate change 

impacts have largely been neglected in the literature on civil security and the critical infrastructure 

(LEWIS 2006; TAGAREV/PAVLOV 2007; VAN DER LEI et al. 2010). Theory, policy and practical 

implementation all focus on the security threats known from real life past experience, such as terrorist 

attacks, floods or earthquakes. To date, climate change impacts have been absent, although climate 

change is an essential driver for a variety of hazards and transformation processes. Only a few 

examples can be found which address security issues involving the entities which provide services 

through the critical infrastructure, and take adaptation to climate change at the regional level into 

account. Cases from the European Union (with a focus on Germany), Australia and the USA, which 
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have been addressing civil security and adaptation to climate change for some years, are presented 

below. In addition, multilevel perspective will be illustrated. Finally, key actors at the international 

level of networks and markets are taken into account. 

 
a. The European Union: In the EU, two domains, security of the critical infrastructure and 

adaptation to climate change, have already been institutionally anchored. However they are assigned 

to different subsystems. The institutions of justice and internal affairs are primarily concerned with 

civil protection, whereas issues concerning climate change adaptation are addressed by environmental 

policy institutions. Moreover, this fragmentation is also observable at the national level. Indeed, 

climate change impacts are rarely addressed in the context of policy on civil security, whereas 

questions of the resilience of entities involved with the critical infrastructure are not included in 

climate change adaptation programmes (EU COUNCIL DIRECTIVE 2008; COMMISSION OF THE 

EUROPEAN COUNCILS 2009; GERMAN FEDERAL MINISTRY FOR THE ENVIRONMENT, NATURE 

CONSERVATION AND NUCLEAR SAFETY 2008; GERMAN FEDERAL MINISTRY OF INTERIORS, 2009). 

Although these businesses and public institutions are called upon to develop risk analysis and 

innovation potentials in collaboration with security institutions, primarily known hazards are taken 

into account, while climate change impacts are framed in terms of already known natural hazards. The 

emergence of novel and unforeseen dynamics are not considered. On the other hand, climate change 

adaptation measures are applied to all business without differentiation. To date, entities involved with 

the critical infrastructure have not been prioritized, although they deserve particular attention. One 

example worth mentioning from Germany, however, is a transfer project for incorporating the results 

of climate change research into lectures of the German Academy for Crisis Management, Emergency 

Planning and Civil Protection. 

 
The assignment of responsibility for addressing climate change adaptation has not yet been resolved at 

the regional level. A number of research projects have explored ways for how to frame and implement 

climate change adaptation in the private sector at the regional level, e.g. through mainstreaming 

adaptation, the top runner approach, the agency approach, or organizational representatives. The main 

emphasis has been on regional characteristics, but to date, their practical effect has been spotty. 

Moreover, these research projects have predominantly focused on businesses in general and their 

economic value for regions, without addressing the special role of certain businesses as part of the 

critical infrastructure in a comprehensive approach regarding the regional level. 

 
b. Australia: Australia is far ahead with regard to defragmentation of civil security and 

climate change adaptation. In accordance to the National Strategy for Disaster Resilience (NEMEC 

2009), climate change adaptation is to be reflected in all policies and programmes (“mainstreaming 

climate change adaptation”). Climate change adaptation is framed as Australia’s major security task, 
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not only in the short term, but also in the long term. In this context, the role of businesses for regional 

resilience of communities is particularly stressed.   

“…businesses can and do play a fundamental role in supporting a community’s resilience 
to disasters. They provide resources, expertise and many essential services on which the 
community depends. Businesses, including critical infrastructure providers, make a 
contribution by understanding the risks that they face and ensuring that they are able to 
continue providing services during or soon after a disaster.” (NEMEC 2009, iii) 

 
In order to enhance the resilience of businesses which are part of the critical infrastructure at the 

national and regional levels, an intermediate organization has been constituted as an agent of change, 

based on an educational civil security institution launched in 1956. Through information brochures, 

management consulting, and workshops, businesses in general and those organizations involved with 

the critical infrastructure in particular receive support in adaptation to climate change, which is here 

seen as closely related to BCM.   

 
c. USA: Climate change adaptation has not been prioritized in the USA as it has in Australia. 

However, the concept of resilient critical infrastructures is implemented at the regional level with 

respect to climate change impacts. At the initiative of key persons, non-governmental organizations, 

and research institutions at the regional level have, in cooperation with the Department of Homeland 

Security, established an intermediate organization called the Community and Regional Resilience 

Institute (CARRI). The goal of the regional pilot project is to develop regional resilience through 

multi-stakeholder collaboration at the regional level. At present, a web-based tool is being developed 

at the community level in order to increase resilience in ten American regions (CUTTER et al. 2008). 

 
d. The international level: 

 
 Regional resilience through networks: Such international networks as transition.org are in process 

of being developed, with the goal of interconnecting local and regional projects all over the world, 

and allowing them to learn from one another. The climate change adaptation of providers of 

critical infrastructure is integrated into the broader process of transition. To date, key persons and 

institutions from 34 nations are listed on the website as network members. 

 
 Regional resilience through market solutions: At the international level, both NGOs and market 

actors promote regional resilience with respect to providers of critical infrastructure. Such 

products and services for business adaptation as business consulting and adaptive architecture are 

now to be made available in emerging markets. In this context, the consulting institution 

“Acclimatise – Building Climate Resilience” should be mentioned, which bases its business model 

on consulting sectors mainly involved with the critical infrastructure. One of the key issues is 

providing risk management tools for adaptation to climate change. Although market solutions 
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have primarily focussed on adaptation to climate change as a private good, the improved resilience 

of businesses involved with the critical infrastructure contributes to regional resilience. 

 

4. A systemic view on pathways to regional resilience 

 
The above theoretical considerations and case studies show that a number of actors, structures and 

processes which foster the resilience of businesses involved with the critical infrastructure at the 

regional level are already in place. With the exception of Australia and USA, however, no connection 

between the numerous scattered actors, structures and processes yet exists at the regional level. In the 

following, I will examine this fragmentation in the light of system theory, so as to conclude with 

recommendations for further research and for political strategies at the regional level. 

 
Basically, the fragmentation of processes and structures regarding resilience of the providers of critical 

infrastructure at the regional level can be defined as sub-processes in an overarching process of the 

existing structure of societies and their subsystems. Increasing specialization causes the connectivity 

between subsystems to decrease. Thus, it results in the creation of a variety of specialized 

communications arenas. Through the interaction of actors, the question of who communicates – 

explicitly or implicitly – with whom, and about what. is negotiated within and between the systems 

and subsystems Communication is understood as a crucial precondition for actions (LUHMANN 1994, 

191; LUHMANN 1999, 63; LUHMANN 2000, 383; SCHNEIDEWIND 1998).  

 
With regard to climate change adaptation, it is notable that the regional resilience of providers of 

critical infrastructure is institutionally assigned to the policy realms of Justice, Internal Affairs and the 

Environment. Regarding the EU and the USA, the institutions of Economics and Technology are 

rarely involved in questions of the adaptation of the critical infrastructure to climate change.  As 

shown in the Australian and US case studies, such agents of change (ROGERS 1962) as CARRI bear 

the potential to foster the defragmentation of the unconnected communications arenas, provided they 

are equipped with substantial resources and competences. The defragmentation may be initiated top-

down from the national level, as in the Australian case, or bottom-up, at the initiative of multiple 

stakeholders, as in the case of the change agent CARRI. In addition, non-governmental networks and 

market based organizations act as intermediaries. 
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5. Conclusions  

 
Due to the framing of organizational adaptation as an exclusively private good, the vital importance of  

private providers of services to the public has not yet been adequately addressed in the economics 

literature. Given the evidence of such research fields as “governance in transformation”, the 

understanding of adaptation to climate change as a private good should be supplemented by viewing 

the climate change adaptation of businesses as a public good.  

 
Moreover, it has been shown that climate change adaptation must be included as a supplementary 

factor in the complex interplay of global risks and opportunities. The concept of resilience can be used 

to better understand the adaptation measures that need to be taken into account at the regional and 

organizational levels. The three case studies show a distinct need to connect actors, processes and 

structures, first and foremost between the systems of civil security, the environment (adaptation to 

climate change) and economics, as has been done in Australia. The case studies also demonstrate the 

potential of change agents as intermediate organizations for connecting fragmented subsystems. 

However, further research is needed to address the following questions: 

 
1. What impact do agents of change have on regional resilience and on the providers of critical 

infrastructure? 

2. What differences are there between systems with agents of change which operate top-down, as in 

Australia, and bottom-up initiatives, as in the USA?  

3. What role can NGOs and private actors play in pushing regional resilience forward? 
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